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Preface
Who Should Use This Guide

The EXPRESSCLUSTER X SingleServerSafe for Windows Installation Guide is intended for system engineers
who intend to introduce a system using EXPRESSCLUSTER X SingleServerSafe and system administrators
who will operate and maintain the introduced system. It describes how to install EXPRESSCLUSTER X
SingleServerSafe.

How This Guide Is Organized

Chapter 1
Chapter 2

Chapter 3

Chapter 4
Chapter 5

Chapter 6

Appendix
Appendix A

Appendix B

“About EXPRESSCLUSTER X SingleServerSafe”: Explains the functions and requirements of
EXPRESSCLUSTER X SingleServerSafe.

“Installing EXPRESSCLUSTER X SingleServerSafe”: Describes how to install
EXPRESSCLUSTER X SingleServerSafe.

“Upgrading, uninstalling or reinstalling”: Describes how to upgrade EXPRESSCLUSTER X
SingleServerSafe, uninstall and reinstall EXPRESSCLUSTER X SingleServerSafe, and
upgrade to EXPRESSCLUSTER X.

“Latest version information”: Provides the latest information about EXPRESSCLUSTER X
SingleServerSafe.

“Additional information”:  Provides tips on installing EXPRESSCLUSTER X
SingleServerSafe.

“Notes and Restrictions”: Provides notes and restrictions you need to know before starting the
actual operation of EXPRESSCLUSTER X SingleServerSafe.

“Troubleshooting”: Describes problems you might experience when installing or setting up
EXPRESSCLUSTER X SingleServerSafe and how to resolve them.
“Index”
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Terms Used in This Guide

EXPRESSCLUSTER X SingleServerSafe, which is described in this guide, uses windows and commands
common to those of the clustering software EXPRESSCLUSTER X SingleServerSafe to ensure high
compatibility with EXPRESSCLUSTER X SingleServerSafe in terms of operation and other aspects. Therefore,
cluster-related terms are used in parts of the guide.

The terms used in this guide are defined below.

Term Explanation
Cluster, cluster system A single server system using EXPRESSCLUSTER X SingleServerSafe
Cluster shutdown, reboot Shutdown or reboot of a system using EXPRESSCLUSTER X
SingleServerSafe
Cluster resource A resource used in EXPRESSCLUSTER X SingleServerSafe
Cluster object A resource object used in EXPRESSCLUSTER X SingleServerSafe
Failover group A group of group resources (such as applications and services) used in

EXPRESSCLUSTER X SingleServerSafe
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EXPRESSCLUSTER X SingleServerSafe Documentation Set

The EXPRESSCLUSTER X SingleServerSafe manuals consists of the five guides below. The title and purpose
of each guide is described below:

EXPRESSCLUSTER X SingleServerSafe Installation Guide

This guide is intended for system engineers who intend to introduce a system using EXPRESSCLUSTER X
SingleServerSafe and describes how to install EXPRESSCLUSTER X SingleServerSafe.

EXPRESSCLUSTER X SingleServerSafe Configuration Guide

This guide is intended for system engineers who intend to introduce a system using EXPRESSCLUSTER X
SingleServerSafe and system administrators who will operate and maintain the introduced system. It describes
how to set up EXPRESSCLUSTER X SingleServerSafe.

EXPRESSCLUSTER X SingleServerSafe Operation Guide

This guide is intended for system administrators who will operate and maintain an introduced system that uses
EXPRESSCLUSTER X SingleServerSafe. It describes how to operate EXPRESSCLUSTER X
SingleServerSafe.

EXPRESSCLUSTER X Integrated WebManager Administrator’s Guide

This guide is intended for system administrators who manage a cluster system using EXPRESSCLUSTER with
EXPRESSCLUSTER Integrated WebManager and for system engineers who are introducing the Integrated
WebManager. Details about items required when introducing a cluster system are described in accordance with
actual procedures.

EXPRESSCLUSTER X WebManager Mobile Administrator’s Guide

This guide is intended for system administrators who manage cluster systems using EXPRESSCLUSTER with
EXPRESSCLUSTER WebManager Mobile and for system engineers who are installing the WebManager
Mobile. In this guide, details on those items required for installing the cluster system using the WebManager
Mobile are explained in accordance with the actual procedures.



Conventions

In this guide, Note, Important, Related Information are used as follows:

Note:

Used when the information given is important, but not related to the data loss and damage to the system and

machine.

Important:

Used when the information given is necessary to avoid the data loss and damage to the system and machine.

Related Information:
Used to describe the location of the information given at the reference destination.

The following conventions are used in this guide.

Convention Usage Example
Indicates graphical objects,

Bold such as fields, list boxes, menu | In User Name, type your name.
selections, buttons, labels, | On the File menu, click Open Database.
icons, etc.

Angled

bracket Indicates that the value

within the specified inside of the angled | clpstat -s[-h host name]

command bracket can be omitted.

line
Indicates path names,

MONospace commands, system output

SP (message, prompt, etc), | c:\Program files\EXPRESSCLUSTER

(courier) ; ' ;
directory, file names, functions
and parameters.

Monospace | Indicates the value that a user _—

Enter the following:

bold actually enters from a

. . clpcl -s -a
(courier) command line.

Indicates that users should

Monospace replace italicized part with
italic P P clpstat -s [-h host name]

. values that they are actually —
(courier)

working with.




Contacting NEC

For the latest product information, visit our website below:

http://www.nec.com/global/prod/expresscluster/

Xi


http://www.nec.com/global/prod/expresscluster/




Chapter 1 About EXPRESSCLUSTER X
SingleServerSafe

This chapter describes the functions and requirements of EXPRESSCLUSTER X SingleServerSafe.

This chapter covers:

What is EXPRESSCLUSTER X Sing|eServerSafe’_) ........................................................... 14
Checking system requirements for EXPRESSCLUSTER X SingleServerSafe -« -« ovvvvevieieniins 16
Preparing and verifying the server environment before installation -« -« ovovviiiin 30

13



Chapter 1 About EXPRESSCLUSTER X SingleServerSafe

What is EXPRESSCLUSTER X
SingleServerSafe?

EXPRESSCLUSTER X SingleServerSafe is set up on a server. It monitors for application errors
and hardware failures on the server and, upon detecting an error or failure, restarts the failed
application or reboots the server so as to ensure greater server availability.

Application
Error! Hardware
failure!
Restart the Reboot th
application ebootthe
server

Appli-
cation

EXPRESSCLUSTER X SingleServerSafe 3.3 for Windows Installation Guide
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What is EXPRESSCLUSTER X SingleServerSafe?

EXPRESSCLUSTER X SingleServerSafe software configuration

EXPRESSCLUSTER X SingleServerSafe consists of following three software applications:
¢ EXPRESSCLUSTER Server

This is a main module of EXPRESSCLUSTER X SingleServerSafe. Install it on the server.
& EXPRESSCLUSTER WebManager

This is a tool to manage EXPRESSCLUSTER X SingleServerSafe operations.
It uses a Web browser as a user interface. The WebManager is incorporated into the
EXPRESSCLUSTER Server and therefore does not have to be installed.

¢ EXPRESSCLUSTER Builder (Builder)

This is a tool for creating the configuration data of EXPRESSCLUSTER X
SingleServerSafe. There are two versions. The online version Builder runs in the
configuration mode of the WebManager, and the offline version Builder is installed
individually in a management terminal. The online version Builder is incorporated in the
WebManager. The Builder also uses a Web browser as a user interface the same way as the
WebManager.

—

Windows

EXPRESSCLUS
TER

WebManager
(Server)

P
1t webManager ::
1o — — (Brawser) _

Server Management PC

7777778 T

==S=T
1
1
1
1
1
1
1
1
1
1

The EXPRESSCLUSTER X Builder and the WebManager are Java applets that run on Java VM.
They can run on any machine in which the Java Runtime Environment (JRE) is installed.

In other words, once you install the JRE on a server on which EXPRESSCLUSTER X
SingleServerSafe is installed, you can use the Builder and WebManager on that server.

15



Chapter 1 About EXPRESSCLUSTER X SingleServerSafe

Checking system requirements for
EXPRESSCLUSTER X SingleServerSafe

Check the configuration and operation requirements below for each machine to be used.

EXPRESSCLUSTER X Server

Machine on

which the . .

WebManager PC that supports one of the following operating systems.

can be installed

Supported IA-32 version

operation Microsoft Windows Server® 2003, Standard Edition Service Pack 2
systems Microsoft Windows Server® 2003, Enterprise Edition Service Pack 2

Microsoft Windows Server® 2003 R2, Standard Edition Service Pack 2
Microsoft Windows Server® 2003 R2, Enterprise Edition Service Pack 2
Microsoft Windows Server® 2008 Standard Service Pack 1

Microsoft Windows Server® 2008 Enterprise Service Pack 1

Microsoft Windows Server® 2008 Standard Service Pack 2

Microsoft Windows Server® 2008 Enterprise Service Pack 2

x86_64 version

Microsoft Windows Server® 2003, Standard Edition Service Pack 2
Microsoft Windows Server® 2003, Enterprise Edition Service Pack 2
Microsoft Windows Server® 2003 R2, Standard Edition Service Pack 2
Microsoft Windows Server® 2003 R2, Enterprise Edition Service Pack 2
Microsoft Windows Server® 2008 Standard Service Pack 1

Microsoft Windows Server® 2008 Enterprise Service Pack 1

Microsoft Windows Server® 2008 Standard Service Pack 2

Microsoft Windows Server® 2008 Enterprise Service Pack 2

Microsoft Windows Server® 2008 R2 Standard

Microsoft Windows Server® 2008 R2 Enterprise

Microsoft Windows Server® 2008 R2 Datacenter

Microsoft Windows Server® 2008 R2 Standard Service Pack 1
Microsoft Windows Server® 2008 R2 Enterprise Service Pack 1
Microsoft Windows Server® 2008 R2 Datacenter Service Pack 1
Microsoft Windows Server® 2012 Standard

Microsoft Windows Server® 2012 Datacenter

Microsoft Windows Server® 2012 R2 Standard

Microsoft Windows Server® 2012 R2 Datacenter

Microsoft Windows Server® 2016 Standard

Microsoft Windows Server® 2016 Datacenter

Memory size IA-32 version
User mode: 192 MB (*1)
Kernel mode: 32MB

x86_64 version
User mode: 256 MB (*1)
Kernel mode: 32MB

Disk Size IA-32 version
Initial size at installation: 34 MB
Maximum size during operation: 1290 MB

x86_64 version
Initial size at installation: 41 MB
Maximum size during operation: 1300 MB

(*1) excepting for optional products.

EXPRESSCLUSTER X SingleServerSafe 3.3 for Windows Installation Guide
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Checking system requirements for EXPRESSCLUSTER X SingleServerSafe

WebManager, Builder (online version)

Machine on which the
WebManager can be
installed

PC that supports one of the following operating systems.

Supported operating
systems

Microsoft Windows® XP Service Pack 2 (Only for I1A32)
Microsoft Windows® XP Service Pack 3 (Only for I1A32)
Microsoft Windows Vista® Service Pack 1 (Only for IA32)
Microsoft Windows Vista® Service Pack 2 (Only for 1A32)
Microsoft Windows® 7

Microsoft Windows® 7 Service Pack 1

Microsoft Windows® 8

Microsoft Windows® 8.1

Microsoft Windows® 10

Microsoft Windows Server® 2003 Service Pack 1
Microsoft Windows Server® 2003 Service Pack 2
Microsoft Windows Server® 2003 R2

Microsoft Windows Server® 2003 R2 Service Pack 2
Microsoft Windows Server® 2008 Service Pack 1
Microsoft Windows Server® 2008 Service Pack 2
Microsoft Windows Server® 2008 R2

Microsoft Windows Server® 2008 R2 Service Pack 1
Microsoft Windows Server® 2012

Microsoft Windows Server® 2012 R2

Microsoft Windows Server® 2016

Supported browsers

Browsers supporting Java 2

Microsoft Windows® XP Service Pack 2 (Only for I1A32)

Microsoft Windows® XP Service Pack 3 (Only for IA32) :
Internet Explorer 6 Service Pack 2 or later

Microsoft Windows Vista® Service Pack 1 (Only for 1A32)

Microsoft Windows Vista® Service Pack 2 (Only for 1A32) :

Internet Explorer 7
Micorsoft Windows® 7
Microsoft Windows® 7 Service Pack 1 :
Internet Explorer 7
Internet Explorer 8
Internet Explorer 9
Internet Explorer 10
Internet Explorer 11
Firefox 40.0.3
Microsoft Windows® 8 :
Internet Explorer 10
Firefox 15
Microsoft Windows® 8.1 :
Internet Explorer 11
Firefox 47.0
Firefox 49.0.2
Microsoft Windows® 10 :
Internet Explorer 11
Firefox 41.0
Firefox 46.0
Firefox 50.1.0
Microsoft Windows Server® 2003 Service Pack 1
Microsoft Windows Server® 2003 Service Pack 2 :
Internet Explorer 6 Service Pack 1 or later
Windows Server® 2008:
Microsoft Windows Server® 2008 Service Pack 1
Microsoft Windows Server® 2008 Service Pack 2 :
Internet Explorer 7
Internet Explorer 9
Internet Explorer 11

17



Chapter 1 About EXPRESSCLUSTER X SingleServerSafe

Microsoft Windows Server® 2008 R2
Microsoft Windows Server® 2008 R2 Service Pack 1 :
Internet Explorer 8
Internet Explorer 9
Internet Explorer 11
Firefox 41.0
Microsoft Windows Server® 2012 :
Internet Explorer 10
Firefox 15
Microsoft Windows Server® 2012 R2 :
Internet Explorer 11
Firefox 41.0
Microsoft Windows Server® 2016 :
Internet Explorer 11
Firefox 48.0
Firefox 50.1.0

Java Runtime To use the WebManager, a Java runtime environment is required.

Environment . .
Java™ Runtime Environment

Version 6.0 Update 21 (1.6.0_21) or later.
Version 7 Update 2 (1.7.0_2) or later.
Version 8 Update 5 (1.8.0_5) or later.

Memory size User mode 40 MB

Disk size 0.3 MB
(excluding the size
required for Java
runtime environment)

Note:

To use the Builder on x86_64 machines, it is necessary to use a 32-bit browser.
For the latest information about the supported browsers, visit our website below:
http://www.nec.com/global/prod/expresscluster/

Note:
To connect use the Builder on x86_64 machines, it is necessary to use a 32-bit Java Runtime
Environment.

Note:
When you access to http://<IP_address>:29003 using Internet Explorer 9, you should add the IP
address to Local intranet site.

EXPRESSCLUSTER X SingleServerSafe 3.3 for Windows Installation Guide
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Checking system requirements for EXPRESSCLUSTER X SingleServerSafe

Builder (offline version)

Machine on which the
WebManager can be
installed

PC that supports one of the following operating systems.

Supported operating
systems

Microsoft Windows® XP Service Pack 2 (Only for I1A32)
Microsoft Windows® XP Service Pack 3 (Only for I1A32)
Microsoft Windows Vista® Service Pack 1 (Only for IA32)
Microsoft Windows Vista® Service Pack 2 (Only for 1A32)
Microsoft Windows® 7

Microsoft Windows® 7 Service Pack 1

Microsoft Windows® 8

Microsoft Windows® 8.1

Microsoft Windows® 10

Microsoft Windows Server® 2003 Service Pack 1
Microsoft Windows Server® 2003 Service Pack 2
Microsoft Windows Server® 2003 R2

Microsoft Windows Server® 2003 R2 Service Pack 2
Microsoft Windows Server® 2008 Service Pack 1
Microsoft Windows Server® 2008 Service Pack 2
Microsoft Windows Server® 2008 R2

Microsoft Windows Server® 2008 R2 Service Pack 1
Microsoft Windows Server® 2012

Microsoft Windows Server® 2012 R2

Microsoft Windows Server® 2016

Supported browsers

Browsers supporting Java 2

Microsoft Windows® XP Service Pack 2 (Only for I1A32)

Microsoft Windows® XP Service Pack 3 (Only for IA32) :
Internet Explorer 6 Service Pack 2 or later

Microsoft Windows Vista® Service Pack 1 (Only for 1A32)

Microsoft Windows Vista® Service Pack 2 (Only for 1A32) :

Internet Explorer 7
Micorsoft Windows® 7
Microsoft Windows® 7 Service Pack 1 :
Internet Explorer 7
Internet Explorer 8
Internet Explorer 9
Internet Explorer 10
Internet Explorer 11
Firefox 40.0.3
Microsoft Windows® 8 :
Internet Explorer 10
Firefox 15
Microsoft Windows® 8.1 :
Internet Explorer 11
Firefox 47.0
Firefox 49.0.2
Microsoft Windows® 10 :
Internet Explorer 11
Firefox 41.0
Firefox 46.0
Firefox 50.1.0
Microsoft Windows Server® 2003 Service Pack 1
Microsoft Windows Server® 2003 Service Pack 2 :
Internet Explorer 6 Service Pack 1 or later
Microsoft Windows Server® 2008 Service Pack 1
Microsoft Windows Server® 2008 Service Pack 2 :
Internet Explorer 7
Internet Explorer 9
Internet Explorer 11
Microsoft Windows Server® 2008 R2

19



Chapter 1 About EXPRESSCLUSTER X SingleServerSafe

Microsoft Windows Server® 2008 R2 Service Pack 1 :
Internet Explorer 8
Internet Explorer 9
Internet Explorer 11
Firefox 41.0

Microsoft Windows Server® 2012 :
Internet Explorer 10
Firefox 15

Microsoft Windows Server® 2012 R2 :
Internet Explorer 11
Firefox 41.0

Microsoft Windows Server® 2016 :
Internet Explorer 11
Firefox 48.0 Firefox 50.1.0

Java Runtime Java Runtime Environment is required for the Builder.
Environment Java™ Runtime Environment

Version 6.0 Update 21 (1.6.0_21) or later.

Version 7 Update 2 (1.7.0_2) or later.

Version 8 Update 5 (1.8.0_5) or later.

Memory size User mode: 32 MB

Disk size 5 MB
(excluding the size

required for the Java
runtime environment)

Supported version Builder version EXPRESSCLUSTE_R Server internal
version
3.1.0-1 11.10
3.1.1-1 11.11
3.1.3-1 11.13
3.14-1 11.14
11.15
3.1.5-1
11.16
3.1.7-1 11.17
11.18
3.1.8-1
11.19
3.1.10-1 11.1a
3.2.0-1 11.20
11.21
3.2.1-1 11.22
11.23
3.3.0-1 11.30
3.3.1-1 11.31
3.3.2-1 11.32
3.3.3-1 11.33
3.34-1 11.34
3.3.5-1 11.35

EXPRESSCLUSTER X SingleServerSafe 3.3 for Windows Installation Guide
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Checking system requirements for EXPRESSCLUSTER X SingleServerSafe

Note:

To use the Builder on x86_64 machines, it is necessary to use a 32-bit browser.
For the latest information about the supported browsers, visit our website below:
http://www.nec.com/global/prod/expresscluster/

Note:
To connect use the Builder on x86_64 machines, it is necessary to use a 32-bit Java Runtime
Environment.

Note:
The offline Builder 3.1.8-1 or earlier does not work on Java Runtime Environment Version 7
Update 25.

Note:
The offline Builder does not work on Java Runtime Environment Version 7 Update 45.

Note:
When you access to http://<IP_address>:29003 using Internet Explorer 9, you should add the IP

address to Local intranet site.

21



Chapter 1 About EXPRESSCLUSTER X SingleServerSafe

Operation environment for SNMP linkage functions

EXPRESSCLUSTER with SNMP Service of Windows is validated on following OS.

1A32 version
EXPRESSCLUS
oS TER Remarks
version
Microsoft Windows Server 2003 Service Pack 2 11.10 or later
Microsoft Windows Server 2003 R2 Service Pack 2 11.10 or later
Microsoft Windows Server 2008 Service Pack 2 11.10 or later
x86_64 version
EXPRESSCLUS
oS TER Remarks
version

Microsoft Windows Server 2003 x64 Edition Service

Pack 2 11.10 or later

Microsoft Windows Server 2003 x64 Edition R2 Service
11.10 or later

Pack 2

Microsoft Windows Server 2008 Service Pack 2 11.10 or later

Microsoft Windows Server 2008 R2 Service Pack 1 11.10 or later

Microsoft Windows Server 2012 11.17 or later

Note:

SNMP information acquisition using IPv6 is available on Microsoft Windows Server 2008 or
later.

EXPRESSCLUSTER X SingleServerSafe 3.3 for Windows Installation Guide
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Checking system requirements for EXPRESSCLUSTER X SingleServerSafe

Operation environment for JVM monitor

The use of the JVM monitor requires a Java runtime environment.

Java™ Runtime Environment
Version6.0 Update 21 (1.6.0_21) or later

Java™ Runtime Environment
Version7.0 (1.7.0_6) or later

Java™ Runtime Environment
Version 8.0 Update 11 (1.8.0_11) or later

Java™ Runtime Environment
Version 9.0 (1.9.0) or later

The use of the JVM monitor load balancer linkage function (when using BIG-IP Local Traffic
Manager) requires a Microsoft .NET Framework runtime environment.

Microsoft .NET Framework 3.5 Service Pack 1

The tables below list the load balancers that were verified for the linkage with the JVM monitor.

1A32 version

EXPRESSCLUST
Load balancer ER Remarks
version

Express5800/LB400h or later
11.10 or later

InterSec/LB400i or later
11.10 or later

InterSecVM/LB V1.0 or later
* When Rel1.0 or later is applied 11.10 or later

BIG-IP v11
11.13 or later

MIRACLE LoadBalancer
11.13 or later

CoyotePoint Equalizer
11.13 or later

x86_64 version

EXPRESSCLUST
Load balancer ER Remarks
version

Express5800/LB400h or later
11.10 or later

23



Chapter 1 About EXPRESSCLUSTER X SingleServerSafe

InterSec/LB400i or later
11.10 or later

InterSecVM/LB V1.0 or later
* When Rel1.0 or later is applied 11.10 or later

BIG-IP vi11
11.13 or later

MIRACLE LoadBalancer
11.13 or later

CoyotePoint Equalizer
11.13 or later

EXPRESSCLUSTER X SingleServerSafe 3.3 for Windows Installation Guide
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Checking system requirements for EXPRESSCLUSTER X SingleServerSafe

Operation environment for system monitor or function of
collecting system resource information

The use of the System Resource Agent requires the Microsoft .NET Framework environment.
Microsoft .NET Framework 3.5 Service Pack 1

Note:

The version of Microsoft .NET Framework must be 3.5.

Installation procedure under Windows Server 2008 R2
From the Start menu, select Administrative Tools and then Server Manager.

The Server Manager window appears. From the Operation (A) menu, select Add Features.

ioix]
File | Action View Help
éa = AddRoles |

[sger (SERVER1)
5 Remoye FEatires
E Connect to Another Computer...

Get an overview of the status of this server, perform top management tasks, and add or remove
= server roles and features.
1 Refresh

(=1

Help

v E Server summary Help

# | Computer Information 1k Change System Properties

Full Computer c=r E'.' View Metwork Connections
Name: M Configure Remote Desktop
= Configure Server Manager Remote
Workgroup: WORKGROUP =Y Management
Local Area 192,168.0. 1, IPvé enabled
Connection 2:

Figure 1: Server Manager window

The Add Features Wizard appears. Select the .Net Framework 3.5.1 Features checkbox, and
then follow the instructions that appear in the window to perform installation.

Add Features Wizard

|
ﬁ# Select Features
Select one or more features to install on this server.
Confirmation Features: Description:
Progress n@ NET Framework 3.5.1 Features %m
Results L] B.Ed@ruund.lntelligantTransfer Service (BITS) Eramewark 2.0 APIs with new
[ BitLocker Drive Encryption technologies for building applications
[] BranchCache that offer appealing user interfaces,
[] Connection Manager Administration Kit W“t“t“_"’“’ E‘-'St_""”ers personal
[ Desktop Experience identity information, enable seamless
and secure communication, and
E DirectAccess Management Console providethe abilityto model arange of
Failover Clustering business processes.
D Group Policy Management
] nk and Handwriting Services
[] Internet Printing Client
I:l Internet Storage Name Server
[] LPR Port Monitor
] Message Queving
[ Multipath If0
[ Network Load Balandng
[[] Peer Mame Resolution Protocol
[ Quality Windows Audio Video Experience
D Remote Assistance
["] Remote Differential Comoression AL
1] | B
More about features
< Previous Next > | Install I Cancel I

Figure 2: Add Features Wizard
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Chapter 1 About EXPRESSCLUSTER X SingleServerSafe

You can check whether .Net Framework 3.5 has been installed by using the Remove Features
Wizard.

In the Server Manager window, select Remove Features from the Operation (A) menu. The
window shown below appears.

If you can select the .Net Framework 3.5.1 Features checkbox, .Net Framework 3.5 has been
installed.

Remove Features Wizard ll

"-E'! Select Features

Features To remove one or more installed features from this server, dear their check boxes.

Confirmation Eeatures: Description:

Microsoft .NET Framework 3.5.1
combines the power of the NET
Framewiork 2.0 APIs with new
technologies for building applications
that offer appealing user interfaces,
protectyour customers' personal
identity information, enable seamless
and secure communication, and
provide the ability to model arange of
business processes.

Progress

Results

L

More about features

« Previous | Next = I Remove | Cancel I

Figure 3: Remove Features Wizard

To install the System Resource Agent under Windows Server 2008 R2, you must first apply the
following patch provided by Microsoft:

Patch number: KB981314
Download the patch from the following URL, and then apply it:
http://support.microsoft.com/kb/981314/

EXPRESSCLUSTER X SingleServerSafe 3.3 for Windows Installation Guide
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Installation procedure under Windows Server 2012

If the server is not connectable to the Internet, prepare the OS installation medium. If connectable,
the installation medium is not required.

Start Server Manager, and select QUICK START in the Dashboard window.

Select 2 Add roles and features from the displayed menu to open the Add Roles and Features

Wizard.
2 Server Manager = | = -

[

“ Dashboard = (\_‘E::) I r Manage  Tools

i Dashboard WELCOME TO SERVER MANAGER

i Local Server
5 All Servers . . =
o o Configure this local server
BE File and Storage Services b -
QUICK START
2 Add roles and features
3 Add other servers to manage
WHAT'S NEW o _
4 Create a server group
Hide
LEARN MORE

ROLES AND SERVER GROUPS

Roles:1 | Servergroups:1 | Serverstotal: 1

Figure 4: Server Manager

If the Before You Begin window appears, click Next.

In the Installation Type window, select Role-based or feature-based installation and click
Next.
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In the Select Server window, check Select server from server pool, select the target server
from the list, and then click Next.

DESTINATION SERVER

Select destination server wanisEan
Before You Begin Select a server or a virtual hard disk on which to install roles and features,

Installation Type (®) Select a server from the server pool
) Select a virtual hard disk

Server Roles Server Pool
Features
Filter:
Name IP Address Operating System

w20125Een 92, 121 icrosoft Windows Server 2012 Standard Evaluation

1 Computer(s) found

This page shows servers that are running Windows Server 2012, and that have been added by using the
Add Servers command in Server Manager. Offline servers and newly-added servers from which data
collecticn is still incomplete are not shown.

<Previous | [ Net> | | insial | [ Cancel

Figure 5: Select Server

Click Next in the Server Roles window.
In the Features window, select .Net Framework 3.5 Features and click Next.

DESTINATION SERVER

Select features w20125¢en

Before You Begin Select one or more features to install on the selected server.

Installation Type Features Description
Server Selection o— i
m} T Framew q A JMNET Framework 3.5 combines the
— power of the .NET Framework 2.0
P TI™ENET Frarr k 4.5 Features (Installed) APls with new technologies for
b [] Background Intelligent Transfer Service (BITS) = building applications that offer

[] BitLocker Drive Encryption appealing user !nher[aces, prﬂte.ct
L your customers' personal identity

Server Roles

[ BitLocker Network Unlock information, enable seamless and
[] BranchCache secure communication, and provide
[ Client for NFS the ability to model a range of

business processes.
[] Data Center Bridging "

[] Enhanced Storage

[] Failover Clustering

[ Group Policy Management

[] Ink and Handwriting Services

[] Internet Printing Client

[] 1P Address Management (IPAM) Server

— e - W

<] " [ 2]

<Previous | | Ned> | | instal | [ Cancel

Figure 6: Select Features
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If the server is connected to the Internet, click Install in the Confirm installation selections
window to install .Net Framework 3.5.

If the server is not connectable to the Internet, select Specify an alternative source path in the
Confirm installation selections window.

= Add Roles and Features Wizard == -

C § f - - || - | - DESTINATION SERVER
ontfirm Installation selections wanizsEn
Before You Begin To install the following roles, role services, or features on selected server, click Install.
Installation Type [] Restart the destination server sutomatically if required

Optional features (such as administration tools) might be displayed on this page because they have
been selected automatically. If you do not want to install these optional features, click Previous to clear
their check boxes.

MET Frameawork 3.5 Features
NET Framework 3.5 (includes .NET 2.0 and 3.0)

Ex
pecify an alternate source path

< Previous Next > Install Cancel

Figure 7: Confirm Installation Options

Specify the path to the OS installation medium in the Path field while referring to the
explanation displayed in the window, and then click OK. After this, click Install to install .Net
Framework 3.5.

r Add Roles and Features Wizard [=[=] = |
= Add Roles and Features Wizard -

ESTINATION SERVER
w20125Een
Specify Alternate Source Path

Some servers might not have all source files available to add all roles, role services, or features. The source files
might not have been installed, or might have been removed by users after the operating system was installed.

If the server on which you want to install roles or features does not have all required source files, the server can

use they have
try to get files by using Windows Update, or from a location that is specified by Group Policy.

Previous to clear

You can also specify an alternate path for the source files, if the destination server does not have them. The
source path or file share must grant Read permissions either to the Everyone group (not recommended for
security reasons), or to the computer (local system) account of the destination server; granting user account
access is not sufficient.

The following are examples of a valid source file path where the destination server is the local server, and where
the E: drive contains the Windows Server installation media.

Source files for NET Framework 3.5 Features are not installed as part of a typical installation, but are available in
the side-by-side store (5x5) folder:
E:'\Scuurcg‘ SxS

Source files for other features are available in the Install wim file. Add the WIM: prefix to the path, and a suffix to
indicate the index of the image from which to get source files. In the following example, the index is 4:
WIM:E\Sources\Installwim:4

FTEVION NEXT > TRSTaT Cancel

Figure 8: Specify Alternative Source Path
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Preparing and verifying the server
environment before installation

After installing the hardware, verify the following:

1. Verification of the network settings (Required)
2. Verification of the firewall settings (Required)

3. Power saving function — OFF (Required)

1. Verifying the network settings (Required)

Check the network settings by using the ipconfig and ping commands.
¢ IP Address

¢ Host name

2. Verifying the firewall settings (Required)

By default, EXPRESSCLUSTER X SingleServerSafe uses the port numbers below. You can
change these port numbers by using the Builder. Do not access any of these port numbers from a
program other than EXPRESSCLUSTER X SingleServerSafe. When setting up a firewall, set up
EXPRESSCLUSTER X SingleServerSafe so that it can access the port numbers below.

Internal processing in the local server

From To Remarks

Server Automatic allocation — | Server | 29001/TCP Internal communication
Server Automatic allocation — | Server | 29002/TCP Data transfer

Server Automatic allocation — | Server | 29003/UDP Alert synchronization
Server 29106/UDP — | Server | 29106/UDP Heartbeat (kernel mode)

From the WebManager to the server

From To Remarks

WebManager Automatic allocation — | Server | 29003/TCP http communication

From the server connected to the Integrated WebManager to the target server

From To Remarks

Server connected Automatic — | Server | 29003/TCP http communication
to the Integrated allocation
WebManager

Server to  be | 29003 — | Client 29010/UDP UDP communication
managed by the
Integrated
WebManager

EXPRESSCLUSTER X SingleServerSafe 3.3 for Windows Installation Guide
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Others

From

To

Remarks

Server

Automatic
allocation

Server

Management
port number
set by the
Builder

JVM monitor

Server

Automatic
allocation

Monito
ring
target

Connection
port number
set by the
Builder

JVM monitor

Server

Automatic
allocation

Server

Management
port number
for Load
Balancer
Linkage set
by the
Builder

JVM monitor

Server

Automatic
allocation

Server

Communicati
on

port number
set by the
Builder

JVM monitor

Note:

An available port number at the time is automatically assigned.

The automatic allocation range for the communication port number controlled by OS may
overlap with the communication port number used by EXPRESSCLUSTER X SingleServerSafe.

If so, change the port number used by EXPRESSCLUSTER X SingleServerSafe or the automatic

allocation range for the communication port number controlled by OS.

For details on how to check or change the automatic allocation range for the communication port

number controlled by OS, refer to "Getting Started Guide" for EXPRESSCLUSTER X.
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3. Turning off the power saving function (Required)

32

For EXPRESSCLUSTER X SingleServerSafe, the power saving function (for example, standby
or hibernation) cannot be used with the OnNow, ACPI, or APM function. Make sure to turn off
the power saving function by following the procedures below:

1. Click Control Panel, and select Power Options.

2. Click the Power Schemes tab, and then do the following:
Select Always On under Power schemes.
In Settings for Always On power scheme, specify Never to Turn off monitor and Turn
off hard disks.
Specify Never to System standby.

Note:
Nothing needs to be specified if there is no option to specify for Turn off monitor, Turn
off hard disks, and System standby.

3. Click the Hibernation tab, and then do the following:
In Hibernation, clear the Enable hibernation check box.

4. Click OK and check if the status does not become OnNow.

EXPRESSCLUSTER X SingleServerSafe 3.3 for Windows Installation Guide



Chapter 2 Installing
EXPRESSCLUSTER X
SingleServerSafe

This chapter describes how to install EXPRESSCLUSTER X SingleServerSafe. To install
EXPRESSCLUSTER X SingleServerSafe, install the EXPRESSCLUSTER Server, which is the main module
of EXPRESSCLUSTER SingleServerSafe. If you have a separate machine for setting up SingleServerSafe,
install the Builder on that machine.

This chapter covers:

. |nsta||ing the EXPRESSCLUSTER SEIVEE - rerrrrerarertasnmaamamntnasararnasisnsrasnsnasasrasirieasnrinnnes 34
. Installing the offline version of the EXPRESSCLUSTER BuUilder-« -« -erovvvriie 42
. Starting TNE BUIIGOE -+ v v v v e e e e et a s e 44
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Installing the EXPRESSCLUSTER Server

Install the EXPRESSCLUSTER Server, which is the main module of EXPRESSCLUSTER X
SingleServerSafe, on the server machine in the system.

License registration is required in installing the Server. Make sure to have the required license
file or license sheet.

Installing EXPRESSCLUSTER X SingleServerSafe for the first time

34

To install EXPRESSCLUSTER X SingleServerSafe, follow the procedure below.

Note 1:

To install EXPRESSCLUSTER X SingleServerSafe, use an account that has administrator
privileges.

Note 2:

Installing EXPRESSCLUSTER X SingleServerSafe disables the Windows media sense function
that deactivates an IP address if a link failure occurs due to disconnecting the LAN cable or some
other reason.

Note 3:

If the Windows SNMP Service has already been installed, the SNMP linkage function will be
automatically set up when the EXPRESSCLUSTER Server is installed. If, however, the
Windows SNMP Service has not yet been installed, the SNMP linkage function will not be set
up.

When setting up the SNMP linkage function after installing the EXPRESSCLUSTER Server,
refer to "Setting up the SNMP linkage function manually".

1. Insert the Installation CD-ROM to the CD-ROM drive.

2.  The menu screen for installation is displayed.

PGNEC ExpressCluster Setup Menu =10] x|

NEC
ExpressCluster

Note:
If the menu screen does not open automatically, double-click menu.exe in the root folder of
the CD-ROM.
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3. Select NEC EXPRESSCLUSTER® SingleServerSafe for Windows.

mNEE ExpressCluster Setup Menu ] =15 ﬂ

NEC
ExpressCluster

B NEC Copyright (C) NEC Corporation 2015

Note:
If you click the Exit button without selecting either, the menu screen is closed.

4. Select NEC EXPRESSCLUSTER® X SingleServerSafe 3.3 for Windows.

P HEC ExpressCluster Sctup Menu i =10 x|

> NEC
< ExpressCluster

m NEC EXPRESSCLUSTER X SingleServerSafe 3.3 for Windows

Copyright {C) NEC Corporation 2015

Note:
If you click the Exit button without selecting either, the previous menu screen is displayed.

5.  [Welcome to the InstallShield Wizard for NEC EXPRESSCLUSTER SingleServerSafe] is
displayed. Click Next.

NEC ExpressCluster SingleServerSafe Setup [ %]

‘Welcome to the InstallShield Wizard for NEC
ExpressCluster SingleServerS afe

The InstallShield wizard will install NEC ExpressCluster
SingleServers ate on vour computer. To continue, click,
et

<Back Cancel
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6. The Choose Destination Location dialog box is displayed. When changing the install
destination, click Browse to select a directory. Click Next.

NEC ExpressCluster SingleServerSafe Setup [ x]
Choose Destination Location h ®
Select folder where setup will install files. .

Setup will ingtall NEC ExpressCluster SingleServerSate in the following falder.

Tainstall ta this Folder, click Mest. Ta install t a different foldr, click Browse and select
another folder.

£:\Program Fles\EXPRESSCLUS TER 565

[nstallshicld

"Deshnatmn Folder

<Back Hgis ™ Cancal |

7. The Ready to Install the Program dialog box is displayed. Click Install to start the
installation.

MNEC ExpressCluster SingleServerSafe Setup
Ready to Install the Program .
The wizard is ready to begin installation -

Click Install to begin the installatian,

1f you want to rewiew or change any of your installation settings, click Back. Click Cancel to exit
the wizard

Cancel

O R

8. When the installation successfully finishes, the Port Number dialog box is displayed.
Normally, click Next without changing the default setting.

Fort Number

Specify the port number for communication.
Use default number under normal conditions.

TCP

WebManager HTTP Port 29003

If the same port number is already used, specify an unused one.
You can change the settings after the setup is completed.

Back

Note:

The port number configured here needs to be configured again when creating the

configuration data. For details on port number, refer to “Cluster Properties” in Chapter 6
“Other setting details” in the Configuration Guide.

EXPRESSCLUSTER X SingleServerSafe 3.3 for Windows Installation Guide
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License Manager is displayed. Click Register.

Register, refer o delete licenses.,

Select the desired menu,

Register Register license information.

Refer [ Delete | Refer/delete license infarmation.

ense Registration

Register a license.

Register a license in the following ways.

Register with License Information |

Register a license by entering information of the product you
want ko reaisker,

Register with License File I

Register a license by selecting a license file of the product you
want ko reaisker,

Finish

Product Name, and then click Next.

Select the product of the license you want to register.
Select OS5 information, preduct version and product name,
and then dick [Next].
05 information Product/Trial
’7 [windows | ’7 [Product version x|
[~ Product i
Product Name | License &
EXPRESSCLUSTER X Cluster

EXPRESSCLUSTER X SingleServerSafe for Windows upgrade license Cluster
EXPRESSCLUSTER ¥ Replicator DR 3.3 for Windows
EXPRESSCLUSTER X Replicator DR 3. 3 for Windows upgrade license Node li—
EXPRESSCLUSTER ¥ Replicator 3.3 for Windows
EXPRESSCLUSTER X Database Agent 3.3 for Windows
EXPRESSCLUSTER X Internet Server Agent 3.3 for Windows

il

MNode li

MNode li

< Back I Next > I Cancel

10. Click Register with License Information to register the license.

11. Based on the license sheet, select appropriate items for OS information, Product/Trial and
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12. Based on the license sheet, enter the license unit and number of licenses, and click Next.

BfI License Unit Selection

Select a license unit and click [Mext].
When you select [Node Unit], enter the number of nodes.,
When you select [CPL Unit], snter the number of CPLs,

© ModeUnit  Mumber of Node Licenses & | 2
2

& FPUTNE  Number of CPU Licenses

< Back I et > I

Cancel

13. Based on the license sheet, enter the serial number and license key, and then click Next.

BT License Key Entry

Enter a serial number and a license key,
and then click [Next],

; l|—

Serial Mo,

[-[C0]

Licerse key ¢ | -

< Back. I Mext = I

Cancel

14. When the License Registration Confirmation dialog box is displayed, check its content,
and then click Next. A confirmation message is displayed.

License Registration Confirmation B3

'ﬂ-‘ The license was registered.

15. The initial License Manager dialog box is displayed again, as in step 9. Register the
licenses of optional products in the same way. After registering all the required licenses,
click Finish to close the License Manager dialog box.

EXPRESSCLUSTER X SingleServerSafe 3.3 for Windows Installation Guide
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16. [InstallShield Wizard Complete] is displayed. Select [Yes, | want to restart my computer
now.] and click Finish to restart the server. If you want to restart the server later, select [No,
I will restart my computer later.] and click Finish.

NEC ExpressCluster SingleServerSafe Setup

InstallShield Wizard Complete

The InstalShield Wizard has successfully installed NEC
ExpressCluster SingleServerSate. Before pou can use the
program, you must restart pour computer,

ez, | want o restart my computer now.

& Mo, | will restart my computer later

< Back Cancel

Note:
By default, No, I will restart my computer later is selected.
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Installing EXPRESSCLUSTER X SingleServerSafe in Silent Mode

In silent mode, the EXPRESSCLUSTER X SingleServerSafe is installed automatically without
displaying any dialog box to prompt a user to response while the installer is running. This
installation function is useful when the installation folder and installation options for all server
machines are the same. This function not only eliminates the user’s effort but also prevents
wrong installation due to wrong specifications.

Install the EXPRESSCLUSTER X SingleServerSafe in all servers configuring the cluster by
following the procedure below.

Note 1:

To install EXPRESSCLUSTER X SingleServerSafe, use an account that has administrator
privileges.

Note 2:

Installing EXPRESSCLUSTER X SingleServerSafe disables the Windows media sense function
that deactivates an IP address if a link failure occurs due to disconnecting the LAN cable or some
other reason.

Note 3:

If the Windows SNMP Service has already been installed, the SNMP linkage function will be
automatically set up when the EXPRESSCLUSTER Server is installed. If, however, the
Windows SNMP Service has not yet been installed, the SNMP linkage function will not be set
up.

When setting up the SNMP linkage function after installing the EXPRESSCLUSTER Server,
refer to "Setting up the SNMP linkage function manually".

Preparation

If you want to change the installation folder (default:C: \Program
Files\EXPRESSCLUSTER SSS), create a response file in advance following the procedure
below.

1. Copy the response file from the installation CD-ROM to any accessible location in the
server.

When the OS is x86_64, copy the following file in the installation CD-ROM.
Windows\3.3\common\server\x64\response\setup sss_inst en.iss

When the OS is x86, copy the following file in the installation CD-ROM.

Windows\3.3\common\server\x86\response\setup sss_inst en.iss

2. Open the response file (setup sss_inst en.iss) by using a text editor and change
the folder indicated by (*).

Count=4
Dlg1={8493CDB6-144B-4330-B945-1F2123FADD3A}-SdAskDestPath-0
D1g2={8493CDB6-144B-4330-B945-1F2123FADD3A}-SdStartCopy2-0
D1g3={8493CDB6-144B-4330-B945-1F2123FADD3A}-SdFinishReboot-0
[{8493CDB6-144B-4330-B945-1F2123FADD3A}-SdWelcome-0]
Result=1
[{8493CDB6-144B-4330-B945-1F2123FADD3A}-SdAskDestPath-0]
szDir=C:¥Program Files¥ EXPRESSCLUSTER SSS (*)

Result=1

EXPRESSCLUSTER X SingleServerSafe 3.3 for Windows Installation Guide
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Installation procedure

1.

Execute the following command from the command prompt to start setup.

# "<Path of silent-install.bat>\silent-install.bat" <Path of
response file>

* <Path of silent-install.bat>:
When the OS is x86_64,
Windows\3.3\common\server\x64\silent-install.bat in the installation

CD-ROM

When the OS is x86,
Windows\3.3\common\server\x86\silent-install.bat in the installation
CD-ROM

* When installing the EXPRESSCLUSTER X SingleServerSafe in the default directory
(C:\Program Files\ EXPRESSCLUSTER SSS), omit <Path of response file>.

Execute the following command from the command prompt to register the license.

# "<Installation folder>\bin\clplcnsc.exe" -1 <Path of license
file>

Restart the server.

41



Chapter 2 Installing EXPRESSCLUSTER X SingleServerSafe

Installing the offline version of the
EXPRESSCLUSTER Builder

It is not necessary to install the offline version of the EXPRESSCLUSTER Builder on the server
on which EXPRESSCLUSTER X SingleServerSafe is installed. If you will create or modify the
configuration data of EXPRESSCLUSTER X SingleServerSafe by using a machine that cannot
access EXPRESSCLUSTER X SingleServerSafe through a Web browser, you need to install the
offline version of the EXPRESSCLUSTER Builder on that machine.

Installing the offline version of the EXPRESSCLUSTER Builder

Follow the procedures below to install the offline version of the EXPRESSCLUSTER Builder.

Note:
Install the EXPRESSCLUSTER Builder with the administrator privilege.

1. Insert the Installation CD-ROM to the CD-ROM drive.

2. The menu screen for installation is displayed.

PGNEC ExpressCluster Setup Menu =10) x|

NEC
ExpressCluster

| S @ copiriche () NEC Corporation 2015

Note:
If the menu screen does not open automatically, double-click menu.exe in the root folder of
the CD-ROM.

3. Select NEC EXPRESSCLUSTER® SingleServerSafe for Windows.

=

NEC
ExpressCluster

m NEC EXPRESSCLUSTER SingieSewerSafe for Windows

| S @ copyriche () NEC Corporation 2015

EXPRESSCLUSTER X SingleServerSafe 3.3 for Windows Installation Guide
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4. Select NEC EXPRESSCLUSTER® SingleServerSafe Accessories.

P HEC ExpressCluster Sctup Menu i =10 x|

> NEC
< ExpressCluster

g NEC EXPRESSCLUSTER SingleServerSafe Accessories

Copyright {C) NEC Corporation 2015

5. Select NEC EXPRESSCLUSTER® SingleServerSafe Builder.

JPG NEC ExpressCluster Setup Menu E =l0lx]

5 NEC
< ExpressCluster

m NEC EXPRESSCLUSTER SingleServerSafe Builder

Copyright {C) NEC Corporation 2015

6. Select where to install in the Cluster Builder self-extracting dialog and click Decompress.

Cluster Builder self-extracting dialog [x]
Enter Install Folder(T):
C:\Program File:

Browse(R]
Desompressid) | CancelE5C) |

7. Click OK in the ZIP Self Decompression dialog box. Installation is completed.

ZIP Self Decompression [ =]

lﬂl The decampression process was successful,
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Starting the Builder

The online version of the Builder runs on a machine (including the local server) capable of
connecting to the server that uses EXPRESSCLUSTER X SingleServerSafe over the network.
The Builder started without a network connection is called the offline version of the Builder.

While what you see and specify on the screen are the same for both versions, the way you start
the Builder and how the settings are applied differ.

The procedure for each version is described below.
Starting the online version of the Builder

To start the online version of the EXPRESSCLUSTER Builder, follow the procedure below.

1. Start the WebManager. Start your browser, and then enter the IP address and port number of
the server where EXPRESSCLUSTER X SingleServerSafe is installed in the Address bar.
http://192.168.0.1:29003/
| I I
The port number for the WebManager specified at
installation. (Default value 29003).
Specify the IP address of the server on which EXPRESSCLUSTER X SingleServerSafe is installed.
For the local server, the IP address may be localhost.
Note:
You cannot start the WebManager unless you restart the server after installing
EXPRESSCLUSTER X SingleServerSafe. Be sure to restart the server.
Note:
Starting the WebManager requires the JRE. Do not forget to install the JRE.
. . . |
2. Select Config Mode from the View menu or click the = button on the toolbar to change
to the configuration mode (online version of the Builder).
@Aﬂg it localhost: 25003 El &l 4] x| [ eing L -
< Favortes | 3, @] Cluster Manager ] Suggested Sites ~ 8] Web Sice Gallery ~
@ Cluster Manager | | %5 - B - ) = - Page - Safety - Took~ @@~
File wiew Edit Help
[Feomswonn -] [o[ ] [
i@ servert 1 Marme
¢[00 Servers Servers
&3 servert Groups
(T Groups
(T3 Monitors
AT'pe Received Time Time W Semer Mame Module Mame Event ID
(1) [2010/0930 20:07:18.148 2010009730 20:07:18.133 serverl rrm 1501 Manitor diskwlocal has bEiT
(1) [2010/0930 20:07:13.648 2010i09/30 20:07:12.648 serverl nrn 1 The serer server! has hd_
q lUJ 2010/09/20 20:06:33.742 ZU‘\UIUBHﬁ 20:06:39.633 serverl prm I 501 Cluster service has be‘eflll
Done T T T T [ [ [ Localintranet | Protectsd Mode: off Ve - [Roe -~ 4
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Starting the Builder

Starting the offline version of the Builder

To start the offline version of the EXPRESSCLUSTER Builder, follow the procedure below.

1. Double-click the HTML file "clptrek.htm", which is for Builder window display and is in
the installation folder.
2. Start Web browser that EXPRESSCLUSTER Builder supports.
3. Ifasecurity warning is displayed, click information bar and allow the blocked content.
{2 Cluster Builder - Windows Internet Explorer
1 |g C:\Program Files (x86)\CLUSTERPRO 555 clpbuilder-wiclptrek, htm j (| X | Eing P
5.7 Favorites ‘ 93 @] Cluster Manager @ | Suggested Sites » @ | wieb Slice Gallery ~
gg| v| (€8 Cluster Manager | (& cluster Builder X | far ~ B - [ # v Page~ Safety v Tooks~ @~
" To help protect your security, Internet Explorer has restricted this webpage from running scripts or Activex controls that could access your computer, Click here For x
options...
¥ Done [ [ [ [ [fi [ Computer [ Protected Made: OFF [F5 - [®mew -
Note:

Starting the Builder requires the JRE. Do not forget to install the JRE.
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Setting up the SNMP linkage function manually

46

Note:
If you only use the SNMP trap transmission function, this procedure is not required.

To handle information acquisition requests on SNMP, the Windows SNMP Service must be
installed separately and the SNMP linkage function must be registered separately.

If the Windows SNMP Service has already been installed, the SNMP linkage function will be
automatically registered when the EXPRESSCLUSTER Server is installed. If, however, the
Windows SNMP Service has not been installed, the SNMP linkage function will not be
registered.

When the Windows SNMP Service has not been installed, follow the procedure below to
manually register the SNMP linkage function.

Note:
Use an Administrator account to perform the registration.

1. Install the Windows SNMP Service.
2. Stop the Windows SNMP Service.

3. Register the SNMP linkage function of EXPRESSCLUSTER with the Windows SNMP
Service.

3-1. Start the registry editor.
3-2. Open the following key:

HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\
Services\SNMP\Parameters\ExtensionAgents

3-3. Specify the following to create a string value in the opened key:

Value name :mgtmib
Value type ‘REG_SZ
Value data :SOFTWARE\NEC\EXPRESSCLUSTER\

SnmpAgent\mgtmib\CurrentVersion

3-4. Exit the registry editor.

4,  Start the Windows SNMP Service.

Note:
Configure the settings required for SNMP communication on Windows SNMP Service.
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Chapter 3 Upgrading, uninstalling or
reinstalling

This chapter describes how to upgrade to the latest version of EXPRESSCLUSTER X SingleServerSafe and
uninstall or reinstall EXPRESSCLUSTER X SingleServerSafe. Also, this chapter describes how to upgrade
EXPRESSCLUSTER X SingleServerSafe to EXPRESSCLUSTER X.

This chapter covers:

. Upgradmg EXPRESSCLUSTER X Sing|eServerSafe .......................................................... 48
. Uninsta"ing EXPRESSCLUSTER X Sing|e8erver8afe ........................................................ 51
. Reinsta”ing EXPRESSCLUSTER X Sing|e8erver8afe ........................................................ 55
. Upgrading 10 EXPRESSCLUSTER X rrenreuttumatattttttaatnttantisiaaaatattistiassastarasiasiasarnnnes 56
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Upgrading EXPRESSCLUSTER X
SingleServerSafe

This section describes how to upgrade from the old version of EXPRESSCLUSTER X
SingleServerSafe to the latest version of it.

Upgrading from the old EXPRESSCLUSTER X SingleServerSafe
version

Before starting the upgrade, read the following notes.

¢ You can upgrade from EXPRESSCLUSTER X SingleServerSafe 1.0, 2.0, or 2.1 for
Windows to EXPRESSCLUSTER X SingleServerSafe 3.3 for Windows. Upgrading from
other versions is not possible.

& Toupgrade from EXPRESSCLUSTER X SingleServerSafe 1.0, 2.0, or 2.1 for Windows to
EXPRESSCLUSTER X SingleServerSafe 3.3 for Windows, you need the license of
EXPRESSCLUSTER X SingleServerSafe 3.3 for Windows (including the licenses of
optional products, if used).

4 You cannot use the cluster configuration data that was created by using
EXPRESSCLUSTER X higher than EXPRESSCLUSTER X in use.

& The cluster configuration data that was created by using EXPRESSCLUSTER X 1.0, 2.0,
2.1, 3.0, 3.1, 3.2 or 3.3 for Windows is available for EXPRESSCLUSTER X in use.

The following procedure describes how to upgrade from EXPRESSCLUSTER X
SingleServerSafe 1.0, 2.0, or 2.1 for Windows to EXPRESSCLUSTERe X SingleServerSafe 3.3
for Windows.

Note:
To upgrade, use an account that has administrator privileges.

1. Make sure that the server and all the resources are in the normal status by using the
WebManager or clpstat command.

2. If there is an active failover group on the server, stop the group by using the WebManager.

EXPRESSCLUSTER X SingleServerSafe 3.3 for Windows Installation Guide
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3.

7.

Set Startup Type to Manual for the EXPRESSCLUSTER X SingleServerSafe services.
Qoervices __________________________________ HGEE

Ele  Action Yiew Help

7. Services (Local)

e mlEc=He] > m un

£} Services (Local)

Application Information

Start the service

Description:
Farilitates the running of inkeractive
applications with additional administrative
privieges. If this service is stopped,
users will be unable to launch applications
with the additional administrative
privileges they may require to perform
desired user tasks.

Mame = | Description | Status | Startup Typs |

‘) Deskkop Window Manager Session Mana... ProvidesD... Started  Automatic

£, DHCP Clierit Registers a... Starked  Automatic

£ Diagnostic Policy Service The Diagno...  Started Automatic (D...

<. Disgnostic Service: Host The Diagro... Marual

&), Diagnostic System Host The Diagno... Manual

-\.’."2; Disk Defragmenter Provides D, Manual

£, Distributed Link Tracking Client Maintains ... Starked  Automatic

-5‘2; Distributed Transaction Coordinator Coordinate.,,  Starked Automatic (D...

-&2 DNS Clignt The DNS Cl...  Started Automatic

£ (== Diciidoc o el
._:EXPRESSCLUSTER Starked Automatic
';EXPRESSCLUSTER Disk Agent Disabled
._:EXPRESSCLUSTER Event Starked Automatic
':EXPRESSCLUSTER Manager Started Automatic
._:EXPRESSCLUSTER Old APT Support Starked Automatic
':EXPRESSCLUSTER Server Starked Automatic
._:EXPRESSCLUSTER SingleServersafe Starked Automatic
':EXPRESSCLUSTER Transaction Starked Automatic
l_:EXPRESSCLUSTER Web Alert Started Automatic
s Extensible AUthentication Protocol The Extens... Taraal

<0 Function Discavery Provider Host The FDPH... Manual

-\S(:’:Funct\on Discovery Resource Publication  Publishes t. ..

[ S e P

<

Manual =

\ Extended A Standard /

Note:

The Startup Type of the EXPRESSCLUSTER Disk Agent Service must be Disable. Do

not change it.

Restart the server by shutting down the cluster using the WebManager or by specifying the
relevant command.

After the system restarts, stop the SNMP service. (This only applies when the SNMP service
exists and is running.)

Start the EXPRESSCLUSTER Server installer by following steps 1 to 4 of Chapter 2,
“Installing EXPRESSCLUSTER X SingleServerSafe for the first time”. Select Next to start
the upgrade.

NEC ExpressCluster SingleServerSafe Setup

Welcome to the InstallShield Wizard for NEC
ExpressCluster SingleServerSafe

The InstallShield Wizard will upgrade the installed version
of NEC ExpressCluster SingleServerSafe to version 11.30.

Cancel |

After file replacement, License Manager is started. Register the required licenses.
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8. After the licenses are registered, [Upgrade Complete] is displayed. [InstallShield Wizard
Complete] is displayed. Select [No, I will restart my computer later.] and click Finish.

NEC ExpressCluster SingleServerSafe Setup

Upgrade Complete

The InstallShield Wizard has upgraded NEC ExpressCluster
SingleServerSafe to version 11.30. For the upgrade to take
effect, you must restart your computer.

€ Yes, | want to restart my computer now.

@ No, | wil restart my computer later:

Remove any disks from their drives, and then click Finish to
complete setup.

¢Back [ Fish | | Carcel |

9. Set Startup type of the following services to Automatic.

£}, services [_ o=}

Elle Action Wiew Help

E=(mld=[Hm[» »runn

7., Services (Local) O, Services (Local)
Select an item to view its description. _Mame | Description | status | startup Type 4|
“6:DCOM Server Process Launcher The DCO...  Started  Automatic
). Desktop Window Manager Session Manager Provides ..  Started  Automatic
. DHCP Clierit Registers ... Startsd  Automatic
-5,("; Diagnostic Policy Service The Diagn... Started Automatic (D, ..
<. Diagnostic Service Host The Diagn... Manual
-\.',(": Disgnostic Syskem Host The Diagn... Started Manual
). Disk Defragmenter Provides ... Manual
-\.','2; Distributed Link Tracking Clisnt Maintains ... Started Automatic
& Distributed Transaction Coordinator Coordinat... Started  Automatic (D. .
-\.','2; DMS Clisnt The DMNS ... Started Automatic
2, (EES) Eroyidest
0 EXPRESSCLUSTER. Manual
-\E,;?;EXPRESSCLUSTER Disk Agent Disabled
| ¢ EXPRESSCLUISTER, Evert Manual
-E.(";EXPRESSCLUSTER Manager Manual
Q:EXPRESSCLUSTER Old APT Support Manual
-\.'.(":EXPRESSCLUSTER Server IManual
| EXPRESSCLUSTER. SingleServerSafe Manual
Q;EXPRESSCLUSTER Transaction Manual
C EXPRESSCLUSTER Web Alert IManual
; Extensible Authentication Pratocol The Exten... Manual
) Function Discovery Provider Host The FOPH. .. Manual
0 Function Discavery Resourcs Publication  Publis Marusl

O} Zemnm Delico Cliank Tha cavuie Shavkad Ak e ke hal
4 | »

Extended  Standard /'

Note:

The Startup Type of the EXPRESSCLUSTER Disk Agent service must be Disable. Do not
change it.

When upgrading from X 1.0, EXPRESSCLUSTER Alert service is removed, because the
EXPRESSCLUSTER Alert function is provided as general execution file (*.exe) for X 3.3

10. Restart the server.

11. Upgrading completes. Confirm that the internal version is "11.30" or later by using
WebManager or clpstat command.

EXPRESSCLUSTER X SingleServerSafe 3.3 for Windows Installation Guide
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Uninstalling EXPRESSCLUSTER X
SingleServerSafe
Uninstalling EXPRESSCLUSTER X SingleServerSafe

Note:
You must log on as an Administrator to uninstall EXPRESSCLUSTER X SingleServerSafe.

To uninstall EXPRESSCLUSTER X SingleServerSafe, follow the procedure below.

1.

Select Service in Administrative Tool in OS, and set following service Startup Type to
Manual.

- EXPRESSCLUSTER

- EXPRESSCLUSTER Event

- EXPRESSCLUSTER Manager

- EXPRESSCLUSTER Old API Support
- EXPRESSCLUSTER Server

- EXPRESSCLUSTER SingleServerSafe
- EXPRESSCLUSTER Transaction

- EXPRESSCLUSTER Web Alert
Reboot the server.

When using the EXPRESSCLUSTER X Alert service, click the EXPRESSCLUSTER
reporting icon in the task tray.

For Windows Server 2003 environment, click Add or Remove Programs in Control Panel.
For Windows Server 2008 environment, click Program and Features in Control Panel.

{3l Programs and Features _[O[x
G( )v D ~ Control Fanel ~ All Control Fanel ltems ~ Programs and Features ~ &5 I Search Programs and Features 2
Control Panel Home Uninstall or change a program
Vigw installed updates To uninstall a program, select it from the list and then click Uninstall, Change, or Repair,
B Turn Windows Features on or off .
Organize ¥ = v @
Mare =~ | +| Publisher || arstal... |- sz= -]
& T _pdae 2L Oaze 0izH10 97.0ME
Merowedie 64 Sal dhabu Caora ki

‘5 MEC ExpressCluster SingleServersafe MNEC i

4 | |

Currently installed programs Total size: 97,0 MB
} d 3 programs installed
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5. Select NEC EXPRESSCLUSTER SingleServerSafe, and then click Uninstall.

8.

52

{§i Programs and Features o [=] 3
GK )= [~ Control Panel ~ &l Cartrol Panl ltems - Pragrams and Features ~ [ [ sesren rograms and Featurss =

Control Panel Home Uninstall or change a program

Wiew installed updates To uninstall a program, select it from the list and then click Uninstall, Change, or Repair,

T Turn Windows Features on or off
Organize ¥  Uninstall = - @

| = Publisher |=|mstall... [+]see  |-]
Qoate ylom 97,0 MG
Sail, o kb Cr ot clivn 2/1C/20:0

1/5/2015

{ | i

—
g NEC Product version: 11.30

Click Yes in the uninstallation confirmation dialog box. If you click No, uninstallation will
be canceled.

NEC ExpressCluster SingleServerSafe Setup

19] D you really want to uninstall the program?

If the SNMP service is started, the message to confirm to stop the SNMP service is displayed.
Click Yes. If you click No, uninstallation will be canceled.

INEC ExpressCluster SingleServerSafe Setup x|
€ | The SNMP service is running.
s/ Youneed to stop the SNMP service before you perform uninstallation.

Do you want to stop the SNMP service now?

J to

A message is displayed asking whether to return the media sense function (TCP/IP
disconnection detection) to the state it was in before installing the EXPRESSCLUSTER
Server. Click Yes to return to the state it was in before installing the EXPRESSCLUSTER
Server. If you click No, the EXPRESSCLUSTER Server will be uninstalled with the media
sense function disabled.

NEC ExpressCluster SingleServerSafe Setup [ <]

7 ~ b The registry settings to disable the media sense Function of
£ TCPIP discannect detection are going to be reset, Is it OK?

ho
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9.  [InstallShield Wizard Complete] is displayed. Click Finish.

NEC ExpressCluster SingleServerSafe Setup

InstallShield Wizard Complete

Uninstallation of the ExpressCluster was completed.

Cancs!

10. The confirmation message whether to restart the computer is displayed. Select Yes, | want
to restart my computer or No, | will restart my computer later. And click Finish.
Uninstallation of the EXPRESSCLUSTER Server is completed.

NEC ExpressCluster SingleServerSafe Setup

InstallShield Wizard Complete

The InstalShield Wizard has successfully uninstalled the
ExpressCluster Server.
Yiau must restart your computer

0 es, | want to restart my computer now,

< Back Finish I Cance!

Note:

If you uninstall EXPRESSCLUSTER with CPU frequency changed by using CPU Frequency
Control of EXPRESSCLUSTER, the CPU frequency does not return to the state before changing.
In this case, return the CPU frequency to the defined value by the following way.

Windows Server 2003:
Execute the following command at a command prompt.

# powercfg /X "always on" /processor-throttle-ac none

The character string to be specified with /X option is the name selected in the current setting of
Power Options -> Power Schemes in Control Panel.

Windows Server 2008, Windows Server 2012:
Select Balanced in Power Options -> Select a power plan in Control Panel.
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Uninstalling the offline version of the EXPRESSCLUSTER Builder

To uninstall the EXPRESSCLUSTER X Builder, follow the procedures below:
1. Exit from all Web browsers (confirm that the JavaVM icon is no longer in the task tray).

2. Delete the EXPRESSCLUSTER X Builder installation folder from Windows Explorer. The
default installation folder is "C:\Program Files\EXPRESSCLUSTER SSS".

EXPRESSCLUSTER X SingleServerSafe 3.3 for Windows Installation Guide
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Reinstalling EXPRESSCLUSTER X
SingleServerSafe
Reinstalling the EXPRESSCLUSTER X SingleServerSafe

To reinstall the EXPRESSCLUSTER X SingleServerSafe, prepare the configuration data created
using the Builder (or the latest data if you changed the configuration).

After changing the configuration, make sure to save the latest configuration data. In addition to
saving it to the Builder after creation, you can back up the configuration data by using the
clpcfctrl command. For details, see “Backing up configuration data” in Chapter 2,
“EXPRESSCLUSTER X SingleServerSafe command reference” in the EXPRESSCLUSTER X
SingleServerSafe 3.3 for Windows Operation Guide.

To reinstall the EXPRESSCLUSTER X SingleServerSafe, follow the procedures below:

1.
2.

Back up the configuration data.

Uninstall the EXPRESSCLUSTER X SingleServerSafe.

If reinstalling the OS, it is not necessary to uninstall the EXPRESSCLUSTER X
SingleServerSafe. However, when reinstalling in the folder in which the
EXPRESSCLUSTER X SingleServerSafe was formerly installed, the files in the installation
folder must be deleted.

Shut down the OS when uninstalling the EXPRESSCLUSTER X SingleServerSafe is
completed.

Install the EXPRESSCLUSTER X SingleServerSafe and register the license as necessary.
Shut down the OS when installing EXPRESSCLUSTER X SingleServerSafe completed.

Apply the configuration data to the server.

To apply the configuration data, load the backup data by using the Builder, and then upload
it. For details, see "Applying configuration data" in Chapter 2, “Creating configuration data”
in the EXPRESSCLUSTER X SingleServerSafe 3.3 for Windows Configuration Guide.
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Upgrading to EXPRESSCLUSTER X

When upgrading EXPRESSCLUSTER X SingleServerSafe to EXPRESSCLUSTER X, you can
migrate the configuration data created using the Builder (or the latest data if you changed the
configuration).

56

In this case, save the latest configuration data before starting the upgrade. In addition to saving it
to the Builder after creation, you can back up the configuration data by using the clpcfctrl
command. For details, see “Backing up configuration data” in Chapter 2, “EXPRESSCLUSTER
X SingleServerSafe command reference” in the EXPRESSCLUSTER X SingleServerSafe 3.3 for
Windows Operation Guide.

To upgrade EXPRESSCLUSTER X SingleServerSafe to EXPRESSCLUSTER X, follow the
procedure below.

1.
2.

Back up the configuration data.

Uninstall EXPRESSCLUSTER X SingleServerSafe from the server for which to perform
the upgrade. For details about the uninstallation procedure, see "Uninstalling
EXPRESSCLUSTER X SingleServerSafe™ in this guide.

Shut down the OS when uninstalling the EXPRESSCLUSTER X SingleServerSafe is
completed.

Install EXPRESSCLUSTER X, and set up its environment. You can use the backup
configuration data for this process. For details about how to set up EXPRESSCLUSTER X,
see the EXPRESSCLUSTER X manual.

Note:

For EXPRESSCLUSTER X, register the following licenses:

* EXPRESSCLUSTER X SingleServerSafe (two-CPU license)

* EXPRESSCLUSTER X SingleServerSafe upgrade license

These licenses can be used for EXPRESSCLUSTER X (two-CPU license).
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Chapter 4

| atest version information

The latest information on the upgraded and improved functions is described in details.

This chapter covers:

. Latest Version:--«-«c-xrerrarenns
. Function upgrade information
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Latest version

58

As of October 2017, the latest internal version of EXPRESSCLUSTER X SingleServerSafe 3.3 for
Windows is 11.35.
For the latest information, please refer to the latest manual on EXPRESSCLUSTER website.

Check the internal version of EXPRESSCLUSTER X SingleServerSafe by using the WebManager.
You can display the internal version of a server by selecting the icon for the server in the tree view of
the WebManager.

If the internal version is 11.34 or earlier, you can update it to 11.35 by applying the update
CPRO-XW430-25E. For the update application procedure and the failure information that is modified
by the update, refer to the update procedure.
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Function upgrade information

Upgrade has been performed on the following minor versions.

Number | Version
1 11.00
2 11.00
3 11.00
4 11.00
5 11.00
6 11.00
7 11.00
8 11.02
9 11.02

10 11.10
11 11.10
12 11.10
13 11.10
14 11.10
15 11.10
16 11.10
17 11.10
18 11.10

Upgraded section

It is now possible to operate both the WebManager and Builder from the same
browser window.

A function has been implemented to check set IP address when uploading
configuration data.

clprexec command has been implemented which notifies failure from other servers
or monitoring tools other than EXPRESSCLUSTER X SingleServerSafe to the
cluster servers and message receive monitor resource has been implemented which
runs recovery action to notified failure.

User mode process dump of Oracle monitor process can now be acquired when
monitor process timed out.

Detailed information about an Oracle database can now be acquired when Oracle
monitor resource detected any error.

The Hyper-V guest OS can now be treated as a resource.

The termination code of an activated application executed by the application
resource and a batch file executed by the script resource can now be identified by the
existence of abnormity and then used to trigger for recovery operation.

Different values can now be specified for Normal Return Value of the start and stop
script of the script resources.

The options to display and reset the recovery operation count have been added to the
clpmonctrl command.

The number of group and resource has been doubled.
Waiting for startup or stopping a failover group has been enabled.

A function whereby the WebManager and the clpmonctrl command can be used to
trigger a Dummy Failure for a monitor resource has been implemented.

WebManager that can be connected from an Android terminal has been implemented.
The MIB of EXPRESSCLUSTER X SingleServerSafe has been defined.

An SNMP trap transmission function has been added.

Information acquisition requests on SNMP are now supported.

A function has been implemented to execute a specified script to recover a monitor
resource. In addition, script execution has been enabled prior to reactivation or
failover.

A function has been implemented to disable recovery action caused by monitor
resource error.
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60

19

20

21

22

23

24

25

26

27

28

29

30

31

32

33

34

35

36

37

38

39

40

11.10

11.10

11.10

11.10

11.10

11.10

11.10

11.10

11.10

11.10

11.10

11.10

11.11

11.11

11.11

11.13

11.13

11.13

11.13

11.13

11.13

11.13

Database monitoring functions have been enhanced.
Some environment variables have been added for use in scripts.
Script setting has been simplified by the use of script templates.

The display of the configuration mode screen has been corrected for the 800*600
screen size.

Logs can be downloaded even if the browser is set to block popups.

Functions for which licenses have not been installed are no longer displayed during
setup.

The number of monitor resources that are automatically registered has been
increased.

The default command timeout value for the clprexec command has been changed
from 30 seconds to 180 seconds.

Process name monitor resource (psw) has been added.
JVM monitor resource (jraw) has been added.
System monitor resource (sraw) has been added.

A function has been added to acquire a list of the services, when configuring service
resources, that are installed on the cluster server.

The conditions to wait for the group stop can now be specified. (Cluster stop, server
stop)

The view of the recovery action control function popup window that is displayed at
the end of the Cluster Generation Wizard is improved.

The number of disks of which size is to be monitored by System Resource Agent
has been changed from 10 to 26.

A function for displaying time information has been added to WebManager.

A function for automatically starting or resuming the cluster after reflecting the
configuration data has been added.

A function has been added to prevent a Web browser from being terminated or
reloaded when the configuration data is edited in WebManager Config Mode.

WebManager can now set and display physical machines and virtual machines
separately.

The setting that assumes that a disk full detection is not an error has been added to
the disk RW monitor resource.

A function for monitoring the number of processes has been added to the process
name monitor resource.

The Oracle monitor resource has been improved so that a specific error
(ORA-1033) which occurs when Oracle is being started is regarded as the normal
state.
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41

42

43

44

45

46

47

48

49

50

51

52

53

54

55

56

57

58

59

60

61

62

11.14

11.15

11.15

11.15

11.15

11.15

11.15

11.15

11.15

11.15

11.15

11.17

11.17

11.18

11.18

11.18

11.1a

11.1a

11.1a

11.1a

11.1a

11.20

WebManager now supports Java SE Runtime Environment 7.
Windows Server 2012 is now supported.
The license information list can be now viewed from WebManager.

The shortcut icon for WebManager is now created on the desktop when
EXPRESSCLUSTER X SingleServerSafe is installed.

The Websphere monitor resource now supports WebSphere 8.0.

The load balancer link function for the JVM monitor resource now supports BIG-IP
LTM.

The JVM monitor resource now supports WebOTX ESB 8.5, MasterScope/NEC
Storage SVF for PDF 9.1, MasterScope/NEC Storage Report Director Enterprise
9.1, and MasterScope/NEC Storage Universal Connect/X 9.1.

A mode to monitor disk monitor resources by using write through has been added.

A command that can be used for capacity planning (clpprer) has been added. This
command can estimate future values based on time-series data indicating system
resource usage.

A function to collect system resource information that can be used to easily
determine the cause of a failure resulting from a shortage of system resources has
been added.

The restriction that the OS authentication setting could not be specified for Oracle
monitor resources in the UAC environment of Windows Server 2008 or later has
been lifted.

PostgreSQL monitor now supports PostgreSQL9.2.
The SNMP linkage function now supports Windows Server 2012.

A log collection type is added. (By default, logs are not now collected for the Java
Resource Agent or the System Resource Agent.)

The type of action in the event of a group resource activation/deactivation stall can
now be selected.

The Websphere monitor resource now supports WebSphere 8.5.

The offline Builder now supports Java Runtime Environment Version 7 Update 25.
The WebOT X monitor resource now supports WebOTX V9.1.

The JVM monitor resource now supports WebOTX V9.1.

WebLogic monitor resource can now monitor the managed server.

A retry function has been added when the group resource management process
failed to access registry while listing resources at the time of a start it.

Windows Server 2012 R2 is now supported.

61



Chapter 4 Latest version information

62

63

64

65

66

67

68

69

70

71

72

73

74

75

76

77

78

79

80

81

82

83

84

11.21

11.21

11.21

11.21

11.21

11.21

11.21

11.21

11.21

11.21

11.21

11.21

11.21

11.21

11.21

11.21

11.30

11.30

11.30

11.30

11.30

11.30

The NIC Link Up/Down monitor resources now support Windows Server 2012's
NIC teaming feature.

The WebOTX monitor resource now supports WebOTX V9.2.

The JVM monitor resource now supports WebOTX V9.2.

The JVM monitor resource can now execute commands based on the error cause
upon the detection of an error.

The JVM monitor resource is now able to specify options for starting Java VM.

The function to forcibly terminate the application when the application resource is
deactive or when the custom monitor resource is stopped has been added.

The WebLogic monitor resource is now able to specify options transferring to the
WebLogic. WLST command to be used to monitor WebLogic

The --apito option used to specify a timeout value has been added to the clpgrp
command.

The --apito option used to specify a timeout value has been added to the clprsc
command.

The --apito option used to specify a timeout value has been added to the clpcl
command.

The function to check whether the command is duplicatedly started has been added
to the clpstat command.

The offline version of Builder now supports Java Runtime Environment Version 7
Update 40 and Java Runtime Environment Version 7 Update 51.

The WebManager and Builder now support Java Runtime Environment Version 7
Update 51.

The user-space monitor resource (userw) has been added.

The items to be collected at log collection (Windows firewall setting, security event
log, and task scheduler setting) have been enhanced.

For SQL Server monitoring, library path choices have been added to the [Monitor
(special)] tab.

The JVM monitor resource now supports Java 8.

The JVM monitor resource now supports an environment in which G1 GC is
specified as the GC method of the monitoring target Java VM.

An end path can now be executed in the "resident" mode of an application resource.

A function has been added that waits for a specified time before the activation or
deactivation of a service resource is completed.

A function has been added that prevents the retry processing from being executed
if a monitor timeout occurs for a monitor resource.

A function has been added that prevents the recovery action from being executed
if a monitor timeout occurs for a monitor resource.
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85

86

87

89

90

91

92

93

94

95

96

97

98

99

100

101

102

103

104

105

11.30

11.30

11.30

11.31

11.30

11.32

11.32

11.32

11.32

11.32

11.32

11.32

11.32

11.33

11.33

11.33

11.33

11.33

11.33

11.33

Improvements have been made in the items to be collected as logs (text format
event log, route print result, clpstat --local result, and local server cluster status).

The license information is now acquired automatically when the online version
Builder is started.

PostgreSQL monitor now supports PostgreSQL9.4.

The processing to avoid coexistence problem with anti-virus software (delay of
EXPRESSCLUSTER X SingleServerSafe operation) has been added.

The PostgreSQL monitor resource now supports PowerGres on Windows 9.4.
The Tuxedo monitor resource now supports Oracle Tuxedo 12c (12.1.3).

The WebOT X monitor resource now supports WebOTX V9.3.

The JVM monitor resource now supports the following:

- WebOTX V9.3

- Apache Tomcat 8.0

- WebSAM SVF for PDF 9.2

- WebSAM Report Director Enterprise 9.2
- WebSAM Universal Connect/X 9.2

The default time to wait for network initialization completion has been changed
from 0 minutes to three minutes.

The function to check the health of the EXPRESSCLUSTER X SingleServerSafe
processes has been added.

The vulnerability when an invalid request was issued to WebManager has been
fixed.

Level 2 monitoring (monitoring by update/select) for the following resources has
been improved:

- Oracle monitor

- PostgreSQL monitor

- SQL Server monitor

- ODBC monitor

- DB2 monitor

The cluster setting information that can be displayed by using the clpstat command
has been expanded.

Windows Server 2016 is now supported.

PostgreSQL monitor resource now supports PostgreSQL 9.5.

SQL Server monitor resource now supports SQL Server 2016.

Weblogic monitor resource now supports Oracle WebLogic Server 12¢ R2 (12.2.1).
JVM monitor resource now supports Oracle WebLogic Server 12¢ R2 (12.2.1).

The default value for the Add command option of Weblogic monitor resource has
been changed from "-Dwilst.offline.log=disable" to
"-Dwilst.offline.log=disable -Duser.language=en_US".

The clplogcc command now supports a function for specifying the type of the
event log to be collected.
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64

106

107

108

109

110

111

112

113

114

115

116

117

118

119
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11.34

11.34
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11.34

11.34

11.35

11.35

11.35

11.35

11.35

11.35

11.35

11.35

11.35

Weblogic monitor resource and WebOT X monitor resource have been enhanced to
support the port number ranging from 1 to 65535.

Secure Boot of Windows Server 2016 is now supported.

The PostgreSQL monitor resource now supports PostgreSQL 9.6.
The DB2 monitor resource now supports DB2 v11.1.

The WebOTX monitor resource now supports WebOTX V9.4,

The WebSphere monitor resource now supports the following:

- WebSphere Application Server 8.5.5
- WebSphere Application Server 9.0

The JVM monitor resource now supports the following applications:

- Apache Tomcat 8.5
- WebOTX V9.4

The default value of The maximum number of open files has been updated
over 1440 times of the system monitor resource is has been changed from on to
off.

The action performed when a monitor timeout occurs has been improved.

The Wait Time to Start Monitoring parameter now can be set for a user space
monitor resource.

Oracle monitor resource now supports Oracle Database 12¢ Release2 (12.2).
The WebOTX monitor resource now supports WebOTX V9.5.

The JVM monitor resource now supports the following applications:
- WebOTX V9.5

The JVM monitor resource now supports Java 9.

The default value of Ping Timeout of the IP monitor resource has been changed
from one second to five seconds.

Silent installation is now supported.
The command to register the license is now supported.

The time required to complete startup/stop of a script resource has been shortened.

The operation to stop a resource has been added to the final actions to be taken
upon detection of a monitor resource error.
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Chapter 5

Additional information

This chapter provides tips on installing EXPRESSCLUSTER X SingleServerSafe.

This chapter covers:

EXPRESSCLUSTER X Sing|eServerSafe SRIVICES r s st et s ttittiitaatssitiiiiitiataessssttitiitassssssssniines

Using the License Manager
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EXPRESSCLUSTER X SingleServerSafe
services

EXPRESSCLUSTER X SingleServerSafe consists of the system services listed below.

System Service Name Explanation
EXPRESSCLUSTER EXPRESSCLUSTER
EXPRESSCLUSTER Disk Agent Not used for EXPRESSCLUSTER X
SingleServerSafe
EXPRESSCLUSTER Event Event log output
EXPRESSCLUSTER Java Resource Java Resource Agent
Agent
EXPRESSCLUSTER Manager WebManager Server
EXPRESSCLUSTER Old API Support Compatible API process
EXPRESSCLUSTER X Server EXPRESSCLUSTER Server
EXPRESSCLUSTER SingleServerSafe SingleServerSafe process
EXPRESSCLUSTER System Resource System Resource Agent
Agent
EXPRESSCLUSTER Transaction Communication process
EXPRESSCLUSTER Web Alert Alert synchronization

EXPRESSCLUSTER X SingleServerSafe 3.3 for Windows Installation Guide
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Using the License Manager

The Start menu contains the menu for EXPRESSCLUSTER SingleServerSafe. You can start the
License Manager from this menu.

Registering a license by specifying a license file

When using a trial license, obtain a license file instead of a license sheet. The following
procedure describes how to register a license by specifying a license file.

Note:
To register a license, use an account that has administrator privileges.

1. On the Start menu, click Programs and then License Manager of NEC
EXPRESSCLUSTER SingleServerSafe.

& Inkernet Explorer (64-bit) —_—
& Internet Explorer )
Marun | _:)
£ windows Update
Accessories

Administrative Tools
Maintenance

Administrator

Documents
MEC ExpressCluster SingleServerSafe

WF Alert Service
B Lic nager
Startup

Computer

Metwork

Control Panel

Devices and Printers

Administrative Tools 4

Help and Support

Run...

1 Back Windows Security

I5earch programs and files ) Legoff v

2. The License Manager dialog box is displayed. Click Register.

BT License Manager [_ o=

Register, refer o delete licenses.

Select the desired menu,

Register Register license information.

@3 Refer [ Delete | Refer/delete license infarmation.

< Back et >
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3. A dialog box is displayed for selecting the license registration method. Click Register with
License File.

BT License Registration

Register & license.

Register a license in the Fallowing ways.

Register with License Information

Register a license by entering information of the product you
want b renisker,

Register with License File

Register a license by selecting a license file of the product you
want b renisker,

Finish

4. The License File Specification dialog box is displayed. In the License File Specification
dialog box, select the license file to be registered and then click Open.

¥ License File Specification

Look jre | | System3z e f = m-
Mame = |v| Date modified |-| Type ;l
0409 7114/2009 2:41 PM File fD|dE_I
. AdvancedInstallers 7i14f2009 12:20...  File folde
ar-Sh 7114/2009 12:20...  File Folde
. BestPractices 7114/2009 2:37 PM File Folde
| bg-BG 7/14/2009 12:20,., File Folds
Boot 7114/2009 2:41 PM  File folde w
| | _"_I
File name: | Open I

Files of type: [ Al files (7]

[~ Open as read-only

j Cancel I

4

5. The message confirming registration of the license is displayed. Click OK.

License Registration [<]

lﬂl The license was registered.

6. Click Finish to close the license manager.

For the license registration to take effect, shut down the server by using the shutdown command
of your OS and reboot it.
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Referencing or deleting a registered license

The following procedure describes how to refer to and delete the registered license.

1. On the Start menu, click Programs and then License Manager of NEC
EXPRESSCLUSTER SingleServerSafe.

The License Manager dialog box is displayed. Click Refer/Delete.
3. The registered licenses are listed.

<[]
Product Name | Key | ProductTrial | Stat... | Serial num... | Licens... |

EXPRESSCLUSTER X SingleServerSafe 3.... A72FFFB8-***************%.F18FbA... Productver.. Valid DDD1111111 CPU
EXPRESSCLUSTER X Alert Service 3.3 for... DCSACQ73-********axxsxx%.065A21D... Productver... Valid WWW0000... -

Delete

4. Select the license to delete and click Delete.

1 cense mererenceyeinon g
Product Name \ Key \ Produc/Trial Slal...\ Serial num... | Licens... \

LUSTER X Si 3.... A72FFFBg-*******s.asxsx***.F] §F6A... Product ver... Valid DDD1111111 CPU
EXPRESSCLUSTER X Alert Service 3.3 for ...

DCYACH7 3-**wxssamaasxsx )5A21D... Product ver... Valid WWW0000... -

il | |
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5. The confirmation message to delete the license is displayed. Click OK.

License Manager [<]

Do yaou want ko delete the license
. (B1AEGERZ-FHHtitodk AR -F2556B47)7

| cancel

Switching from the trial license to the product license

When registering the official license to a server running with the trial license, you can add the
official license without deleting the trial license. When you list the registered licenses, both the
official and trial licenses are shown, but there is no problem.
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Chapter 6

Notes and Restrictions

This chapter provides information on known problems and how to troubleshoot the problems.

This chapter covers:

Information about installing EXPRESSCLUSTER X SingleServerSafe -« «-«-covovviiiiiiiiiinn.

Updating EXPRESSCLUSTER X SingleServerSafe
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Information about installing
EXPRESSCLUSTER X SingleServerSafe

Consideration after installing an operating system, when configuring OS and disks are described
in this section.

Folders and files in the location pointed to by the
EXPRESSCLUSTER X SingleServerSafe installation path

The folders and files in the location pointed to by the EXPRESSCLUSTER X SingleServerSafe
installation path must not be handled (edited, created, added, or deleted) by using any application
or tool other than EXPRESSCLUSTER X SingleServerSafe.

Any effect on the operation of a folder or file caused by using an application or tool other than
EXPRESSCLUSTER X SingleServerSafe will be outside the scope of NEC technical support.

File system

Use NTFS as the file system for the partition on which to install the OS.

WebManager

After updating EXPRESSCLUSTER X SingleServerSafe, close the Web browser, clear the Java
cache, and then open the browser again.

EXPRESSCLUSTER Disk Agent Service

The EXPRESSCLUSTER Disk Agent service is not used for EXPRESSCLUSTER X
SingleServerSafe. Do not start this service.
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Updating EXPRESSCLUSTER X
SingleServerSafe

This section describes notes on updating EXPRESSCLUSTER X SingleServerSafe after starting
cluster operation.

Changes in the default values with update

The default values will be changed for some parameters after updating EXPRESSCLUSTER X
SingleServerSafe.

& The default value of the following parameters will be changed after updating
EXPRESSCLUSTER X SingleServerSafe from the previous version to the target version or
later.

@ If you want to keep using the "Default value before update”, you have to change these
parameters to this value after updating EXPRESSCLUSTER X SingleServerSafe.

4 If you have changed the parameters from "Default value before update”, the setting values of
these parameters will not be changed. Therefore you do not have to change these

parameters.
Parameter Target Default value before | Default value after update
Version update
[Cluster Properties] — | 11.32 0 minutes 3 minutes

[Timeout] — [Network
initialization complete

wait time]

[Weblogic monitor | 11.33 -Dwist.offline.log=disable | -Dwlist.offline.log=disable
resource] - [Add -Duser.language=en_US
command option]

[System Monitor | 11.34 On Off

Resource Properties] -
[Monitoring condition
of running process] -
[The maximum
number of open files
has been updated over
1440 times]

[IP monitor resource] - | 11.35 1000 milliseconds 5000 milliseconds
[Monitor (special)] tab
- [Ping Timeout]
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Appendix A Troubleshooting

When installing EXPRESSCLUSTER X SingleServerSafe

Behavior and Message

Cause

Solution

Setup has failed.

Error code : %x

%x: error code

Refer to the given error
code.

Refer to the action for the
error code.

Less than 9.0 has been installed.
After uninstalling, reinstall it again.

The old version of the
EXPRESSCLUSTER has
been installed.

Uninstall the old version of
the EXPRESSCLUSTER
and install the current
version.

Failed to set up (%d)
Error code : %x

Please reboot the system, and then try
again.

%d: Internal code
%x: Error code

Refer to the explanation of
the given error code.

Refer to the action for the
given error code.
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Troubleshooting for licensing
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Behavior and Message

Cause

Solution

When the cluster was shut down and
rebooted after distribution of the
configuration data created by the
Builder to all servers, the following
message was displayed on the
WebManager’s alert view, and the
cluster stopped.

“The license is not registered. Product
name:%21”

%71:Product name

The cluster has been
shut down and rebooted
without its license being
registered.

Register the license
from the server.

When the cluster was shut down and
rebooted after distribution of the
configuration data created by the
Builder to all servers, the following
message appeared on WebManager’s
alert view, but the cluster is working

properly.

“The license is insufficient. The number
of registered licenses is %1. There

are %2 too few licenses. Product
name: %3"

%21: Number of registered licenses
%?2: Number of licenses still needed
%3: Product name

Licenses are insufficient.

Obtain a license and
register it.

While the cluster was operated on the
trial license, the following message is
displayed and the cluster stopped.

“The license of trial expired by %1, %2
and %3. Product name:(%4)”

%1: Trial end year
%2: Trial end month
%3: Trial end day
%4: Product name

The license has already
expired.

Ask your sales agent for
extension of the trial
version license, or
obtain and register the
product version license.
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R
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S

Setting after hardware configuration, 30

Setting up the SNMP linkage function manually, 46

Software configuration, 15

Starting the Builder, 44

Switching from the trial license to the product license,
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System requirements, 16
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Troubleshooting, 77
Turning off the power saving function, 32
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Uninstallation, 51

Uninstalling the offline version of the
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Upgrading, 56
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